**ČÁST A**

**(*V případě, že si nebudete jisti, zda k porušení ochrany osobních údajů došlo, kontaktujte pověřence na ochranu osobních údajů:***

***Bc. Veronika Holečková, email:*** ***poverenec@hustopecsko.net******, tel: 603 870 879)***

Dne ………. došlo u části/organizační složky, útvaru …………………. Obce Němčičky ke vzniku bezpečnostního incidentu, při kterém došlo k porušení ochrany osobních údajů.

Incident byl zjištěn dne: Incident byl zjištěn kým:

Incident byl zjištěn kde:

K incidentu došlo: úmyslně/neúmyslně

Povaha incidentu (*správnou odpověď zaškrtněte*):

□ porušení důvěrnosti – neoprávněné nebo náhodné poskytnutí nebo zpřístupnění

osobních údajů,

□ porušení dostupnosti – neoprávněná nebo náhodná ztráta přístupu nebo zničení osobních údajů,

□ porušení integrity – neoprávněné nebo náhodné pozměnění osobních údajů. Krátký popis incidentu:

Uvedení kategorií osobních údajů, u kterých došlo k porušení zabezpečení osobních údajů

a počet subjektů:

Počet osob, u kterých vzniklo incidentem riziko pro jejich práva a svobody: Popis předpokládaných následků narušení:

V ……………………………… dne:

Vyhotovil: jméno, příjmení, podpis

Nadřízený zaměstnanec: jméno, příjmení podpis, datum

**ČÁST B**

Předáno Pověřenci pro ochranu osobních údajů dne:

Podpis Pověřence:

Číslo jednací:

Konzultace incidentu s dalšími kompetentními osobami: (kým, kdy, průběh konzultace, výsledek)

Vyhodnocení rizikovosti porušení zabezpečení osobních údajů:

□ Povinnost hlásit dozorovému úřadu

□ Povinnost oznámit subjektu údajů

□ Nutnost podat oznámení orgánům činným v trestním řízení

Ohlášeno / oznámeno / podáno komu a kdy:

 Popis přijatých opatření, nebo návrhy možných opatření:

S porušením zabezpečení osobních údajů a vznikem bezpečnostního incidentu byl seznámen starosta(ka) obce/města dne:

 Podpis starosty(ky):

 Následná kontrola přijatých opatření: (kdy, kým, výsledek)